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Course Description

The EC-Council’s Network Security Administrator certification looks at the network security in defensive view while the CEH certification program looks at the security in offensive mode. The ENSA program is designed to provide fundamental skills needed to analyze the internal and external security threats against a network, and to develop security policies that will protect an organization’s information. Students will learn how to evaluate network and Internet security issues and design, and how to implement successful security policies and firewall strategies. In addition, they will learn how to expose system and network vulnerabilities and defend against them.

The ENSA Course is for experienced hands in the industry and is backed by a curriculum designed by the best in the field. Students can gain greater industry acceptance as seasoned Network Security professional. Students learn to configure firewalls, intrusion detection systems and AV systems. Develop effective security policy in the company.

This course looks at the network security in defensive view. The ENSA program is designed to provide fundamental skills needed to analyze the internal and external security threats against a network, and to develop security policies that will protect an organization’s information. Students will learn how to evaluate network and Internet security issues and design, and how to implement successful security policies and firewall strategies. In addition, they will learn how to expose system and network vulnerabilities and defend against them.

Who Should Attend

This course will significantly benefit System Administrators, System Engineers, Firewall Administrators, Network Managers, IT Managers, IT Professionals and anyone who is interested in network security technologies.

Prerequisites

This course is a prerequisite for the CEH program.

Duration

5 days (9:00 – 5:00)
Certification

The Network Security Administrator certification exam 312-38 will be conducted on the last day of training. Students need to pass the online Prometric exam to receive ENSA certification.

Course Outline v4

Module I: Fundamentals of Computer Network
1. Key elements of network
   1.1. Nodes
   1.2. The Network Backbone
   1.3. Segments
   1.4. Subnets
2. Logical Elements of Network
   2.1. IP Addresses
      2.1.1. IP Address Space
      2.1.2. Assignment of IP Address
          2.1.2.1. Prefix Based Addressing
          2.1.2.2. Pre Interface based Assignment
          2.1.2.3. Virtual Addresses
          2.1.2.4. Dynamic Addressing
          2.1.2.5. Static Addressing
   2.2. Domain Name System
      2.2.1. Domain Names
      2.2.2. Creating a new Domain Name
2.2.3. Components Of DNS
   2.2.3.1. Domain Namensraum
   2.2.3.2. Name servers
   2.2.3.3. Resolver
   2.2.3.4. Securing DNS Services

2.3. Gateways
   2.3.1. Working of Gateway
   2.3.2. Functional Categories of Gateway Devices
      2.3.2.1. Data Gateway
      2.3.2.2. Multimedia Gateway
      2.3.2.3. Home Control Gateway

3. Types of network media
   3.1. Historical vs. Current communication Methodology
   3.2. Asynchronous vs synchronous
   3.3. Wired media or Bounded Network Media
      3.3.1. Dedicated line
   3.4. Optical remanence
   3.5. Magnetic remanence
      3.5.1. Twisted pair cable
         3.5.1.3.1. Shielded Twisted Pair
         3.5.1.3.2. Unshielded Twisted Pair
      3.5.2. Coaxial cable or copper cable
      3.5.3. Fiber-optic cable
      3.5.4. Plenum and PVC cable
   3.6. Wireless Transmission
      3.6.1. Infrared transmission
      3.6.2. Microwave Transmission
      3.6.3. Satellite Transmission
3.6.4. Line of Sight
3.6.5. Radio frequency (e.g., bandwidth)

3.7. Public switched network
3.8. Emanations security

4. Media Access Methods
   4.8.1. Multiplexed Media Access
      4.8.1.1. TDM
      4.8.1.2. FDM
   4.8.2. Polling
   4.8.3. Token-Based Media Access
      4.8.3.1. CSMA/CD
      4.8.3.2. CSMA/CA
      4.8.3.3. Contention Domains

5. Automated Information Systems (AIS)
   5.1. Historical vs. Current Technology
   5.2. Hardware
      5.2.1. Distributed vs. stand-alone
      5.2.2. Micro, mini, mainframe processors
      5.2.3. Components
         5.2.3.1. Input, output, central processing unit (CPU)
   5.3. Software
   5.4. Memory
      5.4.1. Sequential
      5.4.2. Random
      5.4.3. Volatile vs. nonvolatile

6. Critical information characteristics
   6.1. Confidentiality
   6.2. Integrity
6.3. Availability

7. Information states
   7.1. Transmission
   7.2. Storage
   7.3. Processing

8. Operations Security (OPSEC)
   8.1. OPSEC process
   8.2. INFOSEC and OPSEC interdependency
   8.3. Unclassified indicators
   8.4. OPSEC surveys/OPSEC planning

9. Object reuse (computer security)

10. OSI Model
    10.1. Physical Layer
    10.2. Data Link Layer
    10.3. Network Layer
    10.4. Transport Layer
    10.5. Session Layer
    10.6. Presentation Layer
    10.7. Application Layer

11. Transmission Modes
    11.1. Simplex
    11.2. Half Duplex
    11.3. Full Duplex

12. Types of Transmission
    12.1. Serial Data Transmission
    12.2. Parallel Data Transmission
    12.3. Unicast Transmission
    12.4. Multicast Transmission
13. Logical Network Classification
   13.1. Client Server networking
   13.2. Peer to peer networking
   13.3. Mixed Mode Networking

14. Network Topologies
   14.1. Sharing of data
   14.2. Sharing of devices
   14.3. File servers
   14.4. Bus
      14.4.1. Linear Bus
      14.4.2. Distributed Bus
   14.5. Star or Hub
      14.5.1. Extended Star
      14.5.2. Distributed Star
   14.6. Star-Wired ring
   14.7. Ring
   14.8. Mesh
   14.9. Tree
   14.10. Hybrid Topology

15. Physical Network Classification
   15.1. LAN
   15.2. WAN
   15.3. MAN
   15.4. PAN
   15.5. CAN
   15.6. GAN

16. Network Equipments
   16.1. Network Interface Cards
16.2. Access Points
16.3. Switches
16.4. Concentrators/hub
16.5. Modem
16.6. Asynchronous vs. synchronous
16.7. Router
16.8. Brouter
16.9. Bridges
16.10. Adapters
16.11. Network Load Balancers
16.12. Repeaters
16.13. Gateways
16.14. Transceivers
16.15. Converters
16.16. Terminals

**Module II: Network Protocols**

1. Introduction to protocols
2. Implementing Network protocols
   2.1. Introduction to TCP/IP
   2.2. Configuring TCP/IP
   2.3. Configuring Netware Links
   2.4. Managing TCP/IP
   2.5. Network Classes
      2.5.1. Class A
      2.5.2. Class B
      2.5.3. Class C
      2.5.4. Class D
2.5.5. Class E

2.6. Terminal Emulation Protocol (TELNET) of TCP/IP

2.7. TELNET: Vulnerabilities

2.8. Network News Transfer Protocol

2.9. Network News Transfer Protocol: Vulnerabilities

3. Application Layer Protocols

3.1. Voice Over Internet Protocol (VoIP)

3.2. Boot Strap Protocol (BOOTP)

3.3. Data Link Switching Client Access Protocol (DCAP)

3.4. Dynamic Host Configuration Protocol (DHCP)

3.5. Domain Name System (service) Protocol (DNS)

3.6. File Transfer Protocol (FTP)

3.7. Trivial FTP (TFTP)

3.8. FTP and Trivial FTP: Vulnerabilities

3.9. Network Time Protocol

3.10. Network News Transfer Protocol

3.11. Simple Network Management Protocol (SNMP) and Its Versions

3.12. Internet Relay Chat Protocol (IRCP)

3.13. Service Location Protocol (SLP)


3.15. Hyper Text Transfer Protocol Secure (HTTPs)

4. Presentation Layer Protocol

4.1. Light Weight Presentation Protocol (LWPP)

5. Session Layer Protocol

5.1. Remote Procedure Call Protocol (RPC)

6. Transport Layer Protocols

6.1. Reliable Data Protocol (RDP)

6.2. Transmission Control Protocol (TCP)
6.3. User Datagram Protocol(UDP)  
6.4. TCP, UDP: Attacks and Countermeasures  
7. Network Layer Protocols  
7.1. Routing Protocols  
7.1.1. Border Gateway Protocol(BGP)  
7.1.2. Exterior Gateway Protocol(EGP)  
7.1.3. Internet Protocol and its versions  
7.1.4. Internet Control Message Protocol(ICMP) &V6  
7.1.5. The Internet Group Management Protocol (IGMP)  
7.1.6. ICMP Router Discovery Protocol(IRDP)  
7.1.7. Mobility Support Protocol for IP(Mobile IP)  
7.1.8. Network Address Resolution Protocol  
7.1.9. Next Hop Resolution Protocol  
7.1.10. Open Shortest Path First(OSPF) protocol  
7.1.11. Routing Information Protocol  
7.2. Multicasting Protocols  
7.2.1. Border Gateway Multicast Protocol  
7.2.2. Distance Vector Multicast Protocol  
7.2.3. Internet Group Management Protocol  
7.3. Other Network Protocols  
7.3.1. The NetBEUI Protocol  
7.3.2. Remote Authentication Dial-in User Service(RADIUS)  
7.3.3. VoIP  
8. Data link Layer Protocol  
8.1. Address Resolution Protocol(ARP)  
8.1.1. Vulnerabilities and Security Measures  
8.2. Network Address Resolution Protocol (NARP)  
8.3. Reverse Address Resolution Protocol(RARP)
Module III: Protocol Analysis

1. Overview of tcp/ip
   1.1. Streams
   1.2. Reliable delivery
   1.3. Network adaption
   1.4. Flow control
2. Relation to other Protocol
3. Tcp/ip Protocol suite
   3.1. Network Interface Layer
   3.2. Internet Layer
   3.3. Transport layer
   3.4. Application Layer
4. Windowing
5. Sliding Window
6. Acknowledgement
7. TCP
   7.1. Tcp header format
      7.1.1. Source port
      7.1.2. Destination port
      7.1.3. Sequence Number
      7.1.4. Acknowledgement Number
      7.1.5. Data offset
      7.1.6. Reserved
      7.1.7. Control Bits
      7.1.8. Window
      7.1.9. Checksum
      7.1.10. Urgent Pointer
      7.1.11. Options
      7.1.12. Data
7.2. TCP Interface
   7.2.1. User/TCP Interface
      7.2.1.1. User /TCP Commands
         7.2.1.1.1. Open
         7.2.1.1.2. Send
         7.2.1.1.3. Receive
         7.2.1.1.4. Close
         7.2.1.1.5. Status
         7.2.1.1.6. Abort
   7.2.2. TCP/lower -level Interface
   7.2.3. TCP/lower –level Commands
      7.2.3.1. Open call
      7.2.3.2. Listen state
      7.2.3.3. Send Call
      7.2.3.4. Receive Call
      7.2.3.5. Close Call
      7.2.3.6. Abort Call
      7.2.3.7. Status call

7.3. Algorithms in TCP
   7.3.1. Appropriate byte Counting(ABC)
   7.3.2. Additive Increase Multiplicative Decrease(AIMD)
   7.3.3. Selective Acknowledgement(SACK)
   7.3.4. TCP Friendly Rate Control(TFRC)

7.4. TCP Checksum Calculation

7.5. Performance Estimation in TCP
   7.5.1. Round Trip Time Estimation

7.6. Problems related to TCP
   7.6.1. Packet Replication
   7.6.2. Checksum Error
7.6.3. Out of order data delivery
7.6.4. Bottleneck Bandwidth
7.6.5. Packet Loss

8. IP

8.1. Overview of IP

8.2. IP Header Format
   8.2.1. Version
   8.2.2. IHL
   8.2.3. Type of Service
      8.2.3.1. Precedence
      8.2.3.2. Delay
      8.2.3.3. Throughput
      8.2.3.4. Reliability
   8.2.4. Total Length
   8.2.5. Identification
   8.2.6. Flags
   8.2.7. Fragment Offset
   8.2.8. Time to live
   8.2.9. Protocol
   8.2.10. Header Checksum
   8.2.11. Source Address/ Destination Address
   8.2.12. Options
   8.2.13. Data

8.3. IP Addressing

8.4. IP datagram
   8.4.1. Maximum Transmission Unit
   8.4.2. Fragmentation
   8.4.3. Encapsulation
   8.4.4. Formatting
   8.4.5. Reassembly
8.4.6. Delivery
8.4.7. Routing
8.4.8. Multicasting
8.4.9. Encapsulating Security Payload
   8.4.9.1. Modes in ESP
      8.4.9.1.1. Tunnel modes
      8.4.9.1.2. Transport mode
8.5. IPv6
8.6. IPv6 Header
   8.6.1. Version
   8.6.2. Priority
   8.6.3. Flowlabel
   8.6.4. Payload Length
   8.6.5. Next Header
   8.6.6. Hop limit
   8.6.7. Source Address
   8.6.8. Destination address
8.7. IPv6 Specification
8.8. Addressing
8.9. Packet Tunneling
8.10. Multicast
8.11. Hop by Hop option

**Module IV: Hardening Physical Security**

1. Need for physical security
2. Security Statistics
3. Physical Security Breach Incidents
   3.1. Who is Accountable for Physical Security?
4. Factors Affecting Physical Security
5. **Physical Security Threats**
   5.1. **Environmental threats**
      5.1.1. Floods
      5.1.2. Fire
      5.1.3. Earthquakes
   5.2. **Man Made threats**
      5.2.1. Terrorism
      5.2.2. Wars
      5.2.3. Bombs
      5.2.4. Dumpster Diving
   5.3. **Prevention & Detection of physical hazards**

6. **Premises Security**
   6.1. **Office Security**
      6.1.1. Reception Area
      6.1.2. Authenticating individuals
         6.1.2.1. Personal Access Control
            6.1.2.1.1. Smart Cards
            6.1.2.1.2. Proximity Cards
         6.1.2.2. Biometrics
            6.1.2.2.1. Process of Biometrics
            6.1.2.2.2. Accuracy of Biometrics
            6.1.2.2.3. Applications of Biometrics
               6.1.2.2.3.1. Fingerprint Verification
               6.1.2.2.3.2. Hand Geometry
               6.1.2.2.3.3. Voice Recognition
               6.1.2.2.3.4. Retina Scanning
               6.1.2.2.3.5. Iris Scanning
                  6.1.2.2.3.5.1. Panasonic Authenticam
6.1.2.2.3.6. Facial Recognition
6.1.2.2.3.7. Biometric Signatures
6.1.2.2.4. Further Biometrics technology
6.1.2.3. Techniques for Compromising Biometrics

6.1.3. Workplace security
6.1.4. Filtered power
6.1.5. Stand-alone systems and peripherals
6.1.6. Environmental controls (humidity and air conditioning)
6.1.7. Protected distributed systems

   6.1.8.1. Position sensitivity
   6.1.8.2. Employee clearances
   6.1.8.3. Access authorization/verification (need-to-know)
   6.1.8.4. Systems maintenance personnel
   6.1.8.5. Contractors

6.1.9. Controlling system access: Desktop security
   6.1.9.1. Workstation security
   6.1.9.2. Laptop Theft: Security Statistics
   6.1.9.3. Laptop Theft
   6.1.9.4. Laptop Security Countermeasures
   6.1.9.5. Laptop Security Tools
   6.1.9.6. Laptop Tracker - XTool Computer Tracker

6.1.10. Tools to Locate Stolen Laptops
6.1.11. Securing Network Devices
   6.1.11.1. Server Security
   6.1.11.2. Securing backup devices
   6.1.11.3. Physical access to the Boot CD-ROM and Floppy Drives
6.1.12. Other equipment, such as fax, and removable media
6.2. CCT (Close Circuit Televisions/Cameras)

6.3. Parking Area

7. EPS (Electronic Physical Security)

8. Challenges in Ensuring Physical Security

8.1. Countermeasures

8.2. Fencing

8.3. Security force

8.4. Watch Dogs

8.5. Locks and Keys

8.6. Physical Security: Lock Down USB Ports

8.7. Tool: DeviceLock

8.8. Blocking the Use of USB Storage Devices

8.9. Track Stick GPS Tracking Device

8.10. USB Tokens

8.10.1. TEMPEST

8.10.1.1. shielding

8.10.1.2. grounding

8.10.1.3. attenuation

8.10.1.4. banding

8.10.1.5. filtered power

8.10.1.6. cabling

8.10.1.7. Zone of control/zoning

8.10.1.8. TEMPEST separation

8.11. Fire Safety: Fire Suppression, Gaseous Emission Systems

8.11.1. Fire Detection

8.11.2. Failures of Supporting Utilities: Heating Ventilation, Air Condition

8.11.3. Failures of Supporting Utilities: Power Management and Conditioning

8.12. Uninterruptible Power Supplies
9. Mantrap

9.1. Mantrap: Diagrammatical Representation

Physical Security Checklist

**Module V: Network Security**

1. Overview of Network Security
2. The need for network security
3. The goals of network security
4. Security awareness
5. Functions of Network security administrator
   5.1. Develop, Maintain and implement IT security
   5.2. Maintain and implement firewalls
   5.3. Monitor and secure network and servers
   5.4. Monitor critical system files
   5.5. Backup the files
5.6. Administrative Security Procedural Controls
   5.6.1. External marking of media
   5.6.2. Destruction of media
   5.6.3. Sanitization of media
   5.6.4. Construction, changing, issuing and deleting passwords
   5.6.5. Transportation of media
   5.6.6. Reporting of computer misuse or abuse
   5.6.7. Emergency destruction
   5.6.8. Media downgrade and declassification
   5.6.9. Copyright protection and licensing
5.7. Documentation, logs and journals
   5.7.1. Attribution
   5.7.2. Repudiation
6. Communication Security (COMSEC)
   6.1. Functions of COMSEC custodian
   6.2. identify and inventory COMSEC material
   6.3. access, control and storage of COMSEC material
   6.4. report COMSEC incidents
   6.5. destruction procedures for COMSEC material
7. Functions of INFOSEC Officer
8. Functions of information resources management staff
9. program or functional managers
10. security office
11. senior management
12. system manager and system staff
13. telecommunications office and staff
14. Functions of audit office
15. Functions of OPSEC managers
16. Role of end users
17. Network Security at:
   17.1. Public vs private
   17.2. Dial-up vs dedicated
   17.3. Privileges (class, nodes)
   17.4. Traffic analysis
   17.5. End-to-end access control
18. Transmission Security
   18.1. Frequency hopping
   18.2. Masking
   18.3. Directional signals
   18.4. Burst transmission
   18.5. Optical systems
18.6. Spread spectrum transmission
18.7. Covert channel control (crosstalk)
18.8. Dial back
18.9. Line authentication
18.10. Line-of-sight
18.11. Low power
18.12. Screening
18.13. Protected wireline

19. Legal Elements
19.1. Criminal prosecution
19.2. Fraud, waste and abuse
19.3. Evidence collection and preservation
19.4. Investigative authorities

20. Countermeasures: cover and deception
20.4.1. HUMINT
20.4.2. Technical surveillance countermeasures

21. Reporting security violations

Module VI: Security Standards Organizations
1. Internet Corporation for Assigned Names and Numbers (ICANN)
2. International Organization for Standardization (ISO)
3. Consultative Committee For Telephone and Telegraphy (CCITT)
4. International Telecommunication Union (ITU)
5. American National Standards Institute (ANSI)
6. Institute Of Electronics and Electrical Engineers (IEEE)
7. Electronic Industries Association
8. National Center for Standards and Certification Information (NIST)
9. World Wide Web Consortium (W3C)
Module VII: Security Standards
1. Introduction to Internet Standards
2. Standards Creation Committee
3. Internet Standards
   3.1. RFC Evolution
   3.2. Types and Submissions
   3.3. Obtaining RFCs
4. Cabling Standards
   4.1. EIA/TIA -568
   4.2. UTP Categories
   4.3. Cable Specifications
   4.4. Electronic Industries Association
5. Specification Standards

Module VIII: Security Policy
1. Security Policy overview
2. Concept of Security Policy
3. Key Security Elements
4. Security Awareness Programs
   4.1. Trainings
   4.2. Meetings
   4.3. Goals of security Policies
5. Vital role of a security policy
6. Classification of Security policy
   6.1. User policies
       6.1.1. Password Management policy
6.1.2. IT policies
6.2. General Policies
6.3. Partner Policies
6.5. Policy design
7. Contents of Security Policy
8. Privacy and Confidentiality
9. Security levels
   9.1. Separation of duties, dual controls, job rotation, least privilege
   9.2. Security organization and policy development
10. Agency Specific AIS and Telecommunications Policies
    10.1. Points of contact
    10.2. References
11. Configuration of security policy
12. National Policy and Guidance
    12.1. AIS security
    12.2. Communications security
    12.3. Employee accountability for agency information
13. Implementation of security policy
14. Incident Handling and Escalation Procedures
15. Security operations and life cycle management
    15.1. Securing Assets
    15.2. Requirements definition (e.g., architecture)
    15.3. Development
    15.4. Design review and systems test
    15.5. Demonstration and validation (testing)
    15.6. Implementation
    15.7. Security (e.g., certification and accreditation)
15.8. Operations and maintenance (e.g., configuration management)

16. Defining Responses to Security Violations

17. Presenting and Reviewing the Process

18. Compliance with Law and Policy
   18.1. Intellectual Property
   18.2. Describing the Electronic Communications Privacy Act

19. Transborder encryption issues

20. Points To Remember While Writing Security Policy

   21.1. E-mail Security Policies
   21.2. Hacking

22. Creating and Managing ISSPs

Module IX: **IEEE Standards**

1. Introduction to IEEE standards

2. IEEE LAN Protocol Specification
   2.1. 802-Overview And Architecture
   2.2. 802.1-Briding And Management
   2.3. 802.2-Logical Link Control (LLC)
   2.4. 802.3-CSMA/CD (Ethernet)
   2.5. 802.4-Token Passing Bus
   2.6. 802.5-Token Passing Ring
   2.7. 802.6-DQDB Access Method
   2.8. 802.7-Broad Band LAN
   2.9. 802.10-Security
   2.10.802.11-Wireless LAN (WLAN)
   2.11. 802.12-Demand Priority Access
   2.12.802.15-Wireless Personal Area Networks (WPAN)
2.13. 802.16-Broad Band Wireless MAN (WMAN)
2.14. 802.17-Resilliant Packet Ring Work Group

3. Wireless Networking Standards
3.1. IEEE Standards
3.2. 802.1X
3.3. 802.11 Architecture
3.4. 802.11 Standards (Wi-Fi Standard)
   3.4.1. 802.11a
   3.4.2. 802.11b
   3.4.3. 802.11e
   3.4.4. 802.11g
   3.4.5. 802.11h
   3.4.6. 802.11i standards
   3.4.7. 802.11n
3.5. 802.15
3.6. 802.16
3.7. Wi-MAX
3.8. IEEE p1451 Standard
3.9. ETSI Standards
3.10. HIPERLAN
3.11. HIPERMAN

Module X: Network Security Threats
1. Current Statistics
   1.1. Defining Terms: Vulnerability, Threats, and Attacks
2. Types of Attackers
3. Classification of Hackers
4. Techniques
4.1. Spamming
4.2. Revealing hidden passwords
4.3. War Dialing
4.4. War Diving
4.5. War Chalking
4.6. War Flying
4.7. Wire Tapping
4.8. Scanning
   4.8.1. Port Scanning
   4.8.2. Network Scanning
   4.8.3. Vulnerability Scanning
4.9. Sniffing
   4.9.1. Active Sniffing
   4.9.2. Passive Sniffing
4.10. Network Reconnaissance
4.11. Social Engineering
5. Common Vulnerabilities and Exposures (CVE)
   5.1. Threats
   5.2. Trojan
   5.3. Virus
      5.3.1. IRC bot
   5.4. Worms
   5.5. Logic Bombs
   5.6. Eavesdropping
   5.7. Phishing
6. Attacks
   6.1. Smurfing
   6.2. Man-in-the-Middle Attacks
6.3. Denial of service
6.4. DDoS
6.5. Buffer Overflow
6.6. Zero Day Attacks
6.7. Jamming
6.8. Password Attacks
   6.8.1. Brute Force Password Attacks
6.9. Spoofing
6.10. Session Hijacking
6.11. Web Page Defacement
6.12. Recording Key Strokes
6.13. Cracking Encrypted Passwords

7. Hiding Evidence of an Attack
8. Problems Detecting Network Attacks

9. Network Scanning Tools:
   9.1. The Netstat Tool
   9.2. Nmap
   9.3. NetscanTool
   9.4. Superscan
   9.5. Hping

Module XI: Intrusion Detection System (IDS) and Intrusion Prevention Systems (IPS)
1. Introduction to IDS
2. History of Intrusion Detection
3. Intrusion Detection Concepts
   3.1. Architecture
   3.2. Monitoring Strategies
3.3. Analysis type
3.4. Timing
3.5. Goal of detection
3.6. Control Issues
4. IDS for an Organization
   4.1. Selecting an IDS
   4.2. Deploying an IDS
   4.3. Maintaining an IDS
5. Characteristics of IDS
   5.1. Importance of IDS
6. Aggregate Analysis with IDS
7. Types of IDS
   7.1. Network based IDS
      7.1.1. NIDS Architecture
         7.1.1.1. Traditional Sensor-Based
         7.1.1.2. Distributed Network Node
      7.1.2. Operational Concept
         7.1.2.1. Tip off
         7.1.2.2. Surveillance
         7.1.2.3. Forensic Workbench
      7.1.3. Network-Based Detection
         7.1.3.1. Unauthorized Access
         7.1.3.2. Data Resource Theft
         7.1.3.3. Denial of Service
         7.1.3.4. Password Download
         7.1.3.5. Malformed Packet
         7.1.3.6. Packet Flooding
      7.1.4. Tool: NetRanger
7.1.5. Tool: Bro
7.1.6. Tool: Arpwatch (in Linux)
7.1.7. Tool: Psad (in Linux)
7.1.8. Tool: ippl (in Linux)

7.2. Host Based IDS

7.2.1. HIDS Architecture
   7.2.1.1. Centralized Host Based
   7.2.1.2. Distributed Real Time Host Based

7.2.2. Operational Concept
   7.2.2.1. Tip Off
   7.2.2.2. Surveillance
   7.2.2.3. Damage Assessment
   7.2.2.4. Compliance

7.2.3. Host Based Detection
   7.2.3.1. Abuse of Privilege Attack Scenarios
   7.2.3.2. Critical data Access and Modification
   7.2.3.3. Changes in Security Configuration

7.2.4. Tool: Host sentry
7.2.5. Tool: KFSensor
7.2.6. Tool: LIDS
7.2.7. Tool: SNARE
7.2.8. Tool: Tiger (in Linux)

7.3. Host Based IDS vs. Network Based IDS

7.4. The Hybrid IDS Framework
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6. Hardware Firewall
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9. Basic features of PIX firewall
10. Advanced Features of PIX firewall
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16. Handling threats and security tasks
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34. Symantec Enterprise Firewall
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**Module XIII: Packet Filtering and Proxy Servers**
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Module XIV: Bastion Host and Honeypots
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      1.3.1. Selecting the Host Machine
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      1.8.1. Special Considerations for UNIX System
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  3.8.2. Types of Honeynet
Module XV: Securing Modems
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4. Types of Modems
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5.1.4. Make modem Security simple with robust Management Tool

6. Categorizing Modem Access
   6.1. Dial out Access
   6.2. Dial In Access

7. Modem Attacks
   7.1. Spoofing Attacks
   7.2. Call Forwarding Attacks
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8. Modem Risks
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   9.4. Some Common Failures
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Module XVI: Troubleshooting Network
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            2.1.2.1.2. Performance Monitors
            2.1.2.1.3. Protocol Analyzer
            2.1.2.1.4. The Protocol Analysis Process
         2.1.2.2. Testing the Cause of the problem
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      2.3.2. Using Ping and Traceroute
      2.3.3. Exploring Network Communications
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2.3.7.3. Problems and Solutions

2.3.8. How to isolate networking problems (Windows XP): Network Adapter
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2.6. Troubleshooting Connectivity
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2.6.3. Troubleshooting Link Status

2.6.4. Physical Troubleshooting Tools
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2.6.7.1. ipconfig

2.7. Performance Measurement Tool

2.7.1. Host Monitoring Tool

2.7.2. Point Monitoring tool

2.7.3. Network Monitoring Tool

3. Troubleshooting Network devices

3.1. Windows PC Network Interface Card

3.2. Troubleshooting Cisco Aironet Bridge

3.3. Troubleshooting bridges using the Virtualization Engine

3.4. Troubleshooting BR350 (Bridge)

3.5. Diagnosing Repeater and Gateway Problems

3.6. Troubleshooting Hubs and Switches

3.7. Troubleshooting cable modem
3.8. Troubleshooting DSL or LAN Internet Connection
3.9. Troubleshooting a Universal Serial Bus Device
3.10. Troubleshooting IEEE 1394 Bus Devices

4. Troubleshooting Network Slowdowns
   4.1. NetBios Conflicts
   4.2. IP Conflicts
   4.3. Bad NICs
   4.4. DNS Errors
   4.5. Insufficient Bandwidth
   4.6. Excessive Network Based Application
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   4.8. Spyware Infestation

5. Troubleshooting Wireless devices
   5.1. Checking the Led Indicators
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   5.4. WEP Keys
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6. Troubleshooting Methodology

7. TCP/IP Troubleshooting Utilities
   7.1. Troubleshooting with IP Configuration Utilities
   7.2. Troubleshooting with Ping
   7.3. Troubleshooting with Tracert
   7.4. Troubleshooting with Arp
   7.5. Troubleshooting with Telnet
   7.6. Troubleshooting with Nbstat
   7.7. Troubleshooting with Netstat
   7.8. Troubleshooting with FTP
7.9. Troubleshooting with Nslookup
7.10. Troubleshooting NTP
7.11. Troubleshooting Tools
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Module XVII: Hardening Routers
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3. Multiple Routing
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5. Routing Algorithms
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8. Routing Principles
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      22.3.4. Syslog Logging
      22.3.5. SNMP Logging
23. Filtering Network Traffic
24. Access Control List
   24.1. Basics of ACL
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23.1.3. File System and Navigation
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23.1.5. Network Interface configuration
23.1.6. Security Scripting

24. Pluggable Authentication Module
24.1. Configuring PAM
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Module XIX: Patch Management
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      9.2.2. Base Lining
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   9.5. Deploy Phase
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10. Windows Update Services
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      12.1.2. Platform Support
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**Module XX: Log Analysis**

1. Introduction to Log Analysis
2. Overview of log analysis
3. Audit Events
4. Log Files
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       4.2.1. IIS Logger
5. Limitations of log files
6. Monitoring for Intrusion and Security Event
   6.1. Importance of Time Synchronization
   6.2. Passive Detection Methods
       6.2.1. EventCombMT
       6.2.2. Event Collection
   6.3. Scripting
7. Log Analysis Tools
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   7.2. WSTOOI
   7.3. Auditing tools
       7.3.1. ASDIC
       7.3.2. Tenshi
       7.3.3. SpoofMAC
       7.3.4. Gentle MAC PRO
       7.3.5. Log Manager
   7.4. Generic Log Parsing Tools
       7.4.1. LogSentry
       7.4.2. SL2
       7.4.3. Flog
       7.4.4. Simple Log Clustering Tool(SLCT)
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7.4.8. Watchlog
7.4.9. LogDog
7.5. Log File Rotation Tools
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   7.5.2. Newsyslog
   7.5.3. Spinlogs
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Module XXI: Application Security
1. Importance of Application Security
2. Why Is Web Security So Difficult?
3. Application Threats and Counter Measures
4. Application dependent guidance
5. Web Applications
   5.1. Managing Users
   5.2. Managing Sessions
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  5.2.1.1. What is in a Cookie
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  5.2.1.3. Persistent Vs Non-Persistent
  5.2.1.4. Secure Vs Non-Secure

5.2.2. Session Tokens
  5.2.2.1. Session Tokens
  5.2.2.2. Authentication Tokens

5.3. Encrypting Private Data

5.4. Event Logging
  5.4.1. What to Log
  5.4.2. Log Management
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  6.2. design review and systems test performance (ensure required safeguards are operationally adequate)
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  6.6. systems certification and accreditation process

7. Telecommunications Systems
  7.1. Hardware
  7.2. Software

  7.3. Vulnerability and threat that exist in a telecommunications system
  7.4. Countermeasures to threats

8. Securing voice communications
9. Securing data communications
10. Securing of keying material
11. Transmission security countermeasures (e.g., callsigns, frequency, and pattern forewarning protection)
12. Embedded Application Security (EMBASSY)
   12.1. TCP/IP security Technology
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      13.2.2. Input Validation
      13.2.3. Magic Switches
      13.2.4. Malicious Code Detection
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