
                                                                                                                   

ServiceNow GRC: Integrated Risk Management 
(IRM) ImplementaƟon 

 

Course DescripƟon: 
This course provides in-depth domain knowledge, technical experƟse, and process 
understanding required to implement ServiceNow’s Governance, Risk, and Compliance (GRC) 
suite effecƟvely. ParƟcipants will focus on the implementaƟon of GRC: Policy and Compliance 
Management, GRC: Risk Management, and GRC: Advanced Risk applicaƟons. The course 
includes recorded lectures, demonstraƟons, and hands-on labs to develop tacƟcal 
implementaƟon skills and strategies aligned with Integrated Risk Management (IRM) goals. 

 

Audience Profile: 
This course is designed for ServiceNow implementers, system administrators, consultants, and 
GRC professionals responsible for deploying and configuring GRC: IRM applicaƟons. It is ideal for 
individuals preparing to take the CerƟfied ImplementaƟon Specialist (CIS) – Risk and Compliance 
cerƟficaƟon exam. 

 

Prerequisites: 
Required: 

 GRC: Integrated Risk Management (IRM) Fundamentals 

 Welcome to ServiceNow 

 ServiceNow AdministraƟon Fundamentals 

Recommended (for CIS Exam PreparaƟon): 

 GRC: Audit Management EssenƟals 

 GRC: Regulatory Change Management (RCM) EssenƟals 

 GRC: Classic Risk Assessment Fundamentals 

 

Course ObjecƟves: 
Upon compleƟon of this course, parƟcipants will be able to: 



                                                                                                                   

 Navigate and configure GRC: Policy and Compliance Management, Risk Management, 
and Advanced Risk applicaƟons 

 Define key terminology and personas relevant to the GRC industry 

 Evaluate and analyze risk and compliance use cases 

 Understand enƟty scoping consideraƟons and implement appropriate strategies 

 Review baseline GRC applicaƟon funcƟonality, architecture, and security 

 Configure and manage advanced risk assessment funcƟonality 

 Implement GRC soluƟons with awareness of key features and technical consideraƟons 

 Explore supported integraƟons and industry best pracƟces 
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