
SIEM & SOAR on Google Cloud 

 

Course Overview 

The course on Chronicle covers the SIEM and SOAR tools available in Google Cloud. This course 

will showcase the skills needed within Chronicle to parse data, build rules, develop playbooks, 

respond to incidents and even integrate with 3rd party capabilities. This broad set of content 

will prepare you on your cloud security journey with Chronicle SIEM and SOAR. 

Duration: 03 days / 24 hours 

Level: Professional 

Prerequisites: Google Cloud and Cybersecurity Fundamentals are the prerequisite for this 

learning path. 

Course Outcome: Learner will be prepared to work on Google Chronicle SIEM and SOAR 
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SOAR Fundamentals 

• Chronicle SOAR Fundamentals 
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Google Security Operations - SIEM Rules 

• Chronicle SIEM: Introduction & Single Event Rules 

• Chronicle SIEM: Multi Event Rules 

• Chronicle SIEM: Outcomes & Functions 

Google Security Operations - SOAR Analyst 

• Introduction 

• Chronicle SOAR Analyst 

Google Security Operations - SOAR Developer 

• Introduction 

• Chronicle SOAR Developer 


