
 

  

 

   
 

MobileIron Core Fundamentals V10.2 

Course Duration: 24 Hours (3 Days) 

Overview 

The MobileIron Core Fundamentals V10.2 certification is a professional credential that showcases a user’s 

competency in Mobile device management. It is all about understanding and utilizing the MobileIron platform, 

which provides comprehensive security for business data accessed from mobile devices. Industries use this 

certification to validate their employees’ skills in managing and protecting company data on smartphones and 

tablets. The certification covers basic concepts like Device registration, App management, Email configurations, 

security, and privacy controls. Achieving MobileIron Core certification also demonstrates one’s ability to 

troubleshoot common issues and implement best practices for Mobile device management. 

Audience Profile 

• IT administrators or professionals responsible for MobileIron Core administration 

• Security and compliance officers requiring knowledge of MobileIron products 

• Technical engineers looking to enhance their understanding of mobile device management (MDM) 

• Individuals preparing for MobileIron Core certification 

• Anyone interested in learning about MobileIron Core version 10.2, including its new features and 

updates 

Course Syllabus  

• V10.2 The MobileIron System Architecture 

• V10.2 MobileIron and Certificates 

• V10.2 MobileIron User Interfaces 

• V10.2 Appliance Installation and Configuration 

• V10.2 User Management 

• V10.2 Device Registration 

• V10.2 Device Management 

• V10.2 MobileIron Sentry 

• V10.2 Working with Labels 

• V10.2 Applying Policies 

• V10.2 Provisioning Device Configurations 

• V10.2 Managing Mobile Apps 

• V10.2 Additional MobileIron Products 

• V10.2 MobileIron Reporting Features 

• V10.2 MobileIron Event Center 



 

  

 

   
 

 


