
Palo Alto Prisma Access Design and Operation SASE Security 

Scope 

• Level: Advanced 
• Duration: 4 days 
• Format: Lecture and hands-on labs 
• Platform support: Palo Alto Networks 

Panorama and Prisma Access v4.0 
 

Prerequisites 

Firewall Essentials: Configuration and Management course and the Panorama: 
Managing Firewalls at Scale course. 

Course Modules 

1- Prisma Access Overview and Concepts 

2- Working with Planning and Design 

3- Working with Routing and SD-WAN Design 

4- Using Zero Trust Network Access (ZTNA) Connector 

5- Activate and Configure 

6- Working with Security Processing Nodes 

7- Working With Panorama Operations for Prisma Access 

8- Working with Remote Networks 

9- Working with Mobile Users 

10- Working With Cloud Secure Web Gateway 

11- Prisma Tune, Optimize, and Troubleshoot 

12- Manage Multiple Tenants 

13- Working with Insights 

14- Working with ADEM 

 


