
 

ManageEngine ADSelfService Plus Training 
Course DescripƟon: 

The ManageEngine ADSelfService Plus Training is designed to provide IT administrators and support staff 
with comprehensive knowledge and skills to effecƟvely deploy, configure, and manage ADSelfService 
Plus within their organizaƟon. This training covers all aspects of ADSelfService Plus, from installaƟon and 
configuraƟon to advanced security features and user management. ParƟcipants will learn how to 
enhance user self-service capabiliƟes, secure password reset processes, integrate with various IT systems 
and cloud applicaƟons, and maintain the system effecƟvely. 

Audience Profile: 

This course is ideal for IT administrators, support staff, and system managers responsible for managing 
AcƟve Directory and implemenƟng self-service capabiliƟes within their organizaƟons. ParƟcipants should 
have a basic understanding of AcƟve Directory and IT security pracƟces. 

Prerequisites: 

ParƟcipants should have a fundamental understanding of AcƟve Directory (AD) and IT infrastructure. 
Familiarity with authenƟcaƟon methods, password management, and basic network security concepts 
will be beneficial. 

Course ObjecƟves: 

By the end of this training, parƟcipants will be able to: 

 Install and configure ADSelfService Plus. 

 Set up and manage self-service policies for users. 

 Secure password reset and account unlock processes using mulƟ-factor authenƟcaƟon. 

 Integrate ADSelfService Plus with various cloud applicaƟons and on-premises servers. 

 Manage password expiraƟon noƟficaƟons and granular password policies. 

 Customize self-service features and manage user enrollments. 

 UƟlize the mobile app for self-service access and configuraƟon. 

 Implement AcƟve Directory-based single sign-on (SSO) for cloud applicaƟons. 

 Manage licenses, generate reports, and maintain the system effecƟvely. 
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