
ManageEngine ADAudit Plus Training 
Course ObjecƟves 

The ADAudit Plus training equips IT administrators with the skills to effecƟvely audit AcƟve Directory and 
the enƟre Windows infrastructure. By the end of this training, parƟcipants will be able to: 

 Gain complete visibility on administraƟve changes in AcƟve Directory. 

 Use filter-based alerts to report on criƟcal events. 

 Answer the four vital quesƟons: who made what change, when, and from where in the Windows 
infrastructure. 

 Access a complete history of changes in AcƟve Directory and Group Policy Objects. 

 Organize audit data to support Security and Compliance audiƟng needs. 

Who Should AƩend 

This training is ideal for: 

 IT Managers: Responsible for overseeing IT operaƟons and ensuring compliance. 

 IT Administrators: Tasked with managing AcƟve Directory and Windows infrastructure. 

 IT Auditors: Focused on audiƟng IT environments for security and compliance. 

This training will enhance your ability to perform audiƟng acƟviƟes and fulfill compliance requirements. 

Prerequisites 

ParƟcipants should have: 

 A basic understanding of AcƟve Directory and Windows infrastructure. 

 Familiarity with IT audiƟng concepts and pracƟces. 

 Basic experience in IT administraƟon or IT security. 

Course ObjecƟves 

By the end of this course, parƟcipants will be able to: 

1. Achieve complete visibility into administraƟve changes in AcƟve Directory. 

2. UƟlize filter-based alerts to monitor and report on criƟcal events. 

3. Answer the key audiƟng quesƟons: who made what change, when, and from where within the 
Windows infrastructure. 

4. Access and analyze the complete history of changes within AcƟve Directory and Group Policy 
Objects (GPOs). 



5. Organize audit data effecƟvely to meet Security and Compliance audiƟng requirements. 
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Conclusion 

This course provides IT professionals with the tools and knowledge necessary to maximize the use of 
ADAudit Plus for effecƟve AcƟve Directory and Windows infrastructure audiƟng. By the end of the 
training, parƟcipants will be adept at using the soŌware to enhance security, streamline audit processes, 
and meet compliance requirements. 

 


