
SC-5006- Get started with Microsoft Copilot for Security 

Explore the transformative power of AI in security with Microsoft Copilot for Security. This course starts 

by introducing you to fundamental concepts of AI, including responsible, generative AI. The course 

then delves into the cutting-edge AI functionality of Microsoft Copilot for Security that empowers 

analysts to respond to threats quickly, process signals at machine speed, and assess risk exposure more 

quickly than may otherwise be possible. 

Prerequisites 
  

 Working knowledge of security operations and incident response 

 Working knowledge of Microsoft security products and services 

 

Table of contents 

 
Learning Path 

Module 1 - Fundamental AI Concepts 

Module 2 - Fundamentals of Generative AI 

Module 3 - Fundamentals of Responsible Generative AI 

Module 4 - Describe Microsoft Copilot for Security 

Module 5 - Describe the core features of Microsoft Copilot for Security 

Module 6 - Describe the embedded experiences of Microsoft Copilot for Security 



 

Module 7 - Explore use cases of Microsoft Copilot for Security 

 

Labs and simulations 

This learning path includes labs and simulations as shown in the table below. This course does not 

include any labs hosted by an authorized lab hoster (ALH). 

 

Module title/link Duration Lab/Simulation 

Fundamentals of Generative AI 40 Lab 

Fundamentals of Responsible 
Generative AI 

25 Lab 

Explore use cases of Microsoft 
Copilot for Security 

15 Simulation 

Explore use cases of Microsoft 
Copilot for Security 

15 Simulation 

Explore use cases of Microsoft 
Copilot for Security 

15 Simulation 

Explore use cases of Microsoft 
Copilot for Security 

10 Simulation 

Explore use cases of Microsoft 
Copilot for Security 

10 Simulation 

Explore use cases of Microsoft 
Copilot for Security 

10 Simulation 
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Explore use cases of Microsoft 
Copilot for Security 

30 Simulation 

Explore use cases of Microsoft 
Copilot for Security 

30 Simulation 

 


