
DAY 1 

Crucial Issues of Security & Asset Management 

• Introduction and a Review of International Standards (Inc: ISO 55002:2018) 

• Strategic and Operational Management, Roles & Responsibilities 

• Managing Guarding Operations, Manpower Management & Styles 

• The Management of Risk and Risk Analysis (ISO 31000) 

• Crime Management and Prevention 

DAY 2 

Creating a Culture of Security 

• Legal Obligations - using minimum force 

• Creating an Organisational Culture of Security 

• Customer Relations and the Reputation of the Security Function 

• Planning and Directing Security Projects 

• Principles of Emergency Response 

DAY 3 

Threats to Assets 

• Understanding Loss 

• Key Point Identification 

• Access Control, Integrated Technologies and CCTV 

• Conducting Effective Security Surveys 

• Intellectual Property, Data Protection & Cyber Security (ISO 27001) 

• Security and Evacuation Planning 

DAY 4 

Principals of Physical Asset Protection 

• Physical and Perimeter Security 

• Building Security Design Principles 

• Communication and Security Control Centres 

• Successful Investigations and Interview Techniques 



• Terrorism Risks 

DAY 5 

Implementing Your Security Protection Programme 

• Security Crisis Management Plans 

• Managing Disaster Recovery and Business Continuity Plans (ISO 22301) 

• Security Mutual Aid 

• Security Communication Strategies 

• Dealing with Social Media 

 


