
Google Cloud DevSecOps Engineer 

 

Course Overview 

A DevSecOps develops, implements, and monitors their organization’s security infrastructure 

to protect sensitive information. This learning path guides you through a curated collection of 

concepts and labs that provide you with real-world, hands-on experience using Google Cloud 

technologies essential to the DevSecOps Engineer role. 

Duration: 05 days / 40 hours 

Level: Professional 

Prerequisites: There is no prerequisite for this learning path. Basic knowledge of Linux and 

Network administration is helpful but not mandatory. 

Course Outcome: Learner will be prepared to work as a DevSecOps Engineer on Google 

Cloud Platform 
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