
Course : Azure AD Graph
Duration : 3 Days
Base coure : SC-300 Microsoft Identity and Access Administrator
Course type : Koenig Crafted

1. 1. Introduction to Azure AD Graph

2. Getting Started with Azure AD Graph

3. 2.1. Setting up an Azure AD Graph Application

4. 2.2. Authenticating with Azure AD Graph

5. Managing Users and Groups

6. 3.1. Creating and Managing User Accounts

7. 3.2. Creating and Managing Group Accounts

8. 3.3. Managing Group Membership

9. Managing Applications

10. 4.1. Registering Applications in Azure AD

11. 4.2. Granting Application Permissions

12. 4.3. Managing Application Authentication

13. Managing Devices

14. 5.1. Managing Device Registration

15. 5.2. Managing Device Authentication

16. Managing Directory Objects

17. 6.1. Creating and Managing Directory Objects

18. 6.2. Querying Directory Objects

19. Managing Access and Permissions

20. 7.1. Configuring Access Control

21. 7.2. Configuring Role-Based Access Control (RBAC)

22. Managing Authentication and Authorization

23. 8.1. Configuring Authentication

24. 8.2. Configuring Multi-Factor Authentication (MFA)

25. 8.3. Configuring Conditional Access Policies

26. Integrating with Other Services



27. 9.1. Integrating with Microsoft 365 Services

28. 9.2. Integrating with other Azure Services

29. Monitoring and Troubleshooting Azure AD Graph

30. 10.1. Monitoring Azure AD Graph Performance and Health

31. 10.2. Troubleshooting Common Issues


