
Avaya Aura System Administration  

COURSE CONTENT 

 Log into Avaya Aura® System Manager (SMGR)

 Change the administrative password, and administer security policies and view active 

sessions

 Describe the use of the SMGR License Server

 Add System Manager users

 Editing System Manager users

 Adding Groups and Roles

 Describe LDAP integration with SMGR

 Describe the process to define an Avaya Aura® Session Manager SIP Entity

 Describe the process to define a Session Manager SIP Instance

 Identify the steps to create a Communications Profile for a user

 Identify the steps for registering a SIP Client

 Add and synchronize Avaya Aura® Communication Manager (CM) to SMGR

 Add Avaya Aura® Media Server to CM and SMGR

 Add CM stations to Communication Manager

 Identify the key routing components required for building Session Manager routing policies

 Route a call from Session Manager to CM

 Add off PBX stations in CM

 Define and assign a Class of Restriction (COR) and Class of Restriction (COS) 

to a Communication Manager object

 Describe other features available on CM

 Create Backups

 Restart SMGR Elements

 Troubleshoot common problems

 Access reports and logs and alarms available on SMGR


